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| **Advance user & group Administration** |
| **Create a user “boss” with the following parameter.**   1. **Uid = 2000 =-u** 2. **Comment = CEO = -c** 3. **Home directory = /admin/boss = -d** 4. **Login shell = /bin/csh =-s** 5. **Primary group = linux =-g** 6. **Secondary group = windows, mac, Solaris =-G**   **Lets find out the different option of Useradd command.**    **So , create the extra parameter.**    **Creating the user with different option**    **Checking**    **Setting the password & login**    **Change the login shell for the user boss.**      **Lets change the GID of linux group to 5000**    **Rename the linux to Redhat-Linux**  **“#groupmod -n <new name> <old name>”**    **Change the login name boss to sir, home directory should not change.**    **“#usermod -l <new name> <old name>”**    **Add multiple users to Redhat-Linux group as secondary.**  **“Useradd -d username”**  **Note : using -d option user can able to login without password.**              **Deleting the group:**    **Deleting the primary group:**    **Assign the sir user to any group as primary, then delete the Redhat-Linux group** |
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